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1. [bookmark: _Toc209795724]Introduction & Scope
1.1 [bookmark: _Toc209795725]Purpose, audience
These Terms and Conditions (“T&Cs”) set out the contractual framework under which QSIGN provides its qualified trust services and under which Subscribers and Relying Parties may use and rely upon those services. They are written in clear and understandable language and made available on a durable medium via QSIGN’s public repository.
These T&Cs apply to:
Subscribers (natural or legal persons to whom QSIGN issues certificates or provides managed signing/sealing or timestamping), and
Relying Parties (any natural or legal person that, in good faith, validates and relies on a QSIGN electronic signature, electronic seal, or time-stamp).
By signing a Service Order, using the services, or relying on a QSIGN certificate/time-stamp, the Subscriber or Relying Party accepts these T&Cs. These T&Cs are complemented by QSIGN’s governing documents (including the applicable Certificate Policy / Certification Practice Statement and TSA Policy/Practice), which form part of the Contract. In the event of conflict, the order of precedence is: (i) the Service Order (if any), (ii) these T&Cs, (iii) the applicable CP/CPS or TSA Policy/Practice, and (iv) other referenced documents.
QSIGN is a qualified trust service provider under Regulation (EU) No 910/2014 (“eIDAS”) and operates in conformity with the ETSI EN 319 401 series and service-specific standards. Information about QSIGN’s supervisory status and conformity assessment is published in the repository and, where applicable, in the national trusted list.
[bookmark: _Toc209795726]1.2 	Services covered 
QSIGN provides the following trust services within the meaning of eIDAS and the applicable ETSI standards. Each service is governed by a specific policy identified below and published in the Repository. Use is permitted only within the limits stated in the applicable policy and these T&Cs.
[bookmark: _Toc209795727](A) Qualified trust services (eIDAS “qualified”)
(A.1) Qualified Certificates for Electronic Signatures (QES)
Issuance, management, and status services (CRL/OCSP) for qualified certificates for natural persons; supports QSCD-based or remote qualified signature creation where applicable.
Applicable standards/policies: ETSI EN 319 411-2 (QCP-n, QCP-n-qscd), EN 319 412 series.
(A.2) Qualified Certificates for Electronic Seals (QSeal)
Issuance, management, and status services for qualified certificates for legal persons; supports QSCD-based or remote qualified seal creation where applicable.
Applicable standards/policies: ETSI EN 319 411-2 (QCP-l, QCP-l-qscd), EN 319 412 series. 
(A.3) Qualified Electronic Time-Stamping (TSA)
Generation and validation of qualified electronic time-stamps; publication of TSA policy, accuracy statement, and verification rules.
Applicable standards/policies: ETSI EN 319 421 and EN 319 422. 
Qualified service note: The qualified status of a service is established through the national trusted list (EUTL). Only trust services listed as qualified benefit from the legal effects granted to qualified services under eIDAS.
[bookmark: _Toc209795728](B) Advanced / non-qualified services
QSIGN may also provide non-qualified (advanced) signing/sealing services. These are not qualified trust services under eIDAS and do not carry the presumption of equivalence of a handwritten signature; however, an advanced electronic signature (AdES) still has legal effect if it meets Article 26 requirements.
Applicable framework: eIDAS Article 26; ETSI EN 319 411-1 reference certificate policies.
(B.1) Advanced Electronic Signature (AdES) certificates
Certificates for natural persons used to create AdES with software keys or server-side keys under appropriate controls.
Applicable standards/policies: ETSI EN 319 411-1 — use a reference CP such as NCP (Normalized CP) or NCP+ (NCP with secure cryptographic device), optionally LCP for lightweight cases, with your own OIDs. 
(B.2) Advanced Electronic Seal (AdESeal) certificates
Certificates for legal persons used to create advanced seals with software keys or server-side keys under appropriate controls.
Applicable standards/policies: ETSI EN 319 411-1 (e.g., NCP/NCP+)

	Category
	Service
	Policy name 
	Notes

	Qualified
	QES certificates (natural person)
	QCP-n / QCP-n-qscd
	EN 319 411-2; EN 319 412. 

	Qualified
	QSeal certificates (legal person)
	QCP-l / QCP-l-qscd
	EN 319 411-2; EN 319 412. 

	Qualified
	Time-stamping
	TSA Policy
	EN 319 421/422. 

	Non-qualified
	AdES certificates (natural person)
	NCP / NCP+ (or LCP)
	EN 319 411-1. 

	Non-qualified
	AdESeal certificates (legal person)
	NCP / NCP+ (or LCP)
	EN 319 411-1. 


Scope limitations. Each service may only be used within the Key Usage/Extended Key Usage, assurance level, and any quantitative/qualitative limits stated in the applicable policy and certificate fields. Reliance requires proper validation, including status checking (CRL/OCSP) and verification against the governing policy. Any out-of-scope use is prohibited and at the actor’s sole risk.





2. [bookmark: _Toc209795729]Provider Identity & Supervisory Status
2.1 [bookmark: _Toc209795730]   Legal entity and contact details
Provider: QSIGN S.R.L.
Registered office: Str. Drumea Rădulescu, nr. 26, Sector 4, Bucharest, Romania 
Trade Register No.: J23/667/2022 • VAT (CIF): RO45572533 
Website: https://qsign.ro  • Email: info@qsign.ro 
Repository (policies, CP/CPS, TSA policy, disclosures, status endpoints): https://repo.qsign.ro 
2.2 [bookmark: _Toc209795731]    Supervisory authority & trusted list reference
QSIGN operates under the supervision of Romania’s designated eIDAS supervisory body, Autoritatea pentru Digitalizarea României (ADR). 

The Provider’s qualified services and status can be verified via:

· the Romanian national trusted list (TSL), and	
· the EU Trusted List Browser (EUTL) operated by the European Commission. 

2.3 [bookmark: _Toc209795732]    Conformity assessment statement 
QSIGN’s qualified trust services are assessed by an ISO/IEC 17065–accredited Conformity Assessment Body (CAB) against the ETSI EN 319 403 scheme and the relevant service standards (EN 319 401/411-1/411-2 for certificates; EN 319 421/422 for time-stamps). The Provider maintains current conformity assessment reports/attestations.

3. [bookmark: _Toc209795733]Governing Documents
3.1 [bookmark: _Toc209795734]      CP/CPS for certificates (EN 319 411-1/-2)

QSIGN publishes and maintains a Certificate Policy / Certification Practice Statement (CP/CPS) for its certificate services. The CP/CPS is incorporated by reference into these T&Cs and is available in the Repository at https://repo.qsing.ro .

(a) [bookmark: _Toc209795735]Scope & policy families
Qualified certificates for electronic signatures and seals are governed by policies aligned to ETSI EN 319 411-2 (e.g., QCP-n, QCP-n-qscd, QCP-l, QCP-l-qscd) and profiled per EN 319 412.
Where QSIGN offers non-qualified/advanced certificates, they are governed by policies aligned to ETSI EN 319 411-1 (e.g., NCP, NCP+), clearly labeled as non-qualified.

(b) [bookmark: _Toc209795736]Key topics covered
The CP/CPS sets out: identity proofing and registration procedures; key generation and QSCD/remote-QSCD controls; certificate profiles and name forms; certificate issuance, delivery, renewal, and re-key; status services (CRL/OCSP) and publication; revocation/suspension triggers and timelines; event logging and record retention periods; cryptographic controls and algorithm management; subscriber and relying-party obligations; use limitations; audit, compliance, and incident handling.

(c) [bookmark: _Toc209795737]Updates & effective dates
QSIGN may update the CP/CPS to reflect changes in law, standards, supervision, or security. The current version, effective date, and change summary are published in the Repository. Continued use after the effective date constitutes acceptance.

(d) [bookmark: _Toc209795738]Precedence & reliance
	If a certificate or policy states specific usage limits, those limits govern reliance. Relying parties must validate the certificate and check current status (CRL/OCSP) against the applicable policy before relying.

3.2 [bookmark: _Toc209795739]TSA Policy & TSA Practice/Disclosure Statement (EN 319 421)

QSIGN operates a Qualified Time-Stamping Authority (TSA) and publishes a TSA Policy and a TSA Practice/Disclosure Statement (together, “TSA Policies”) aligned with ETSI EN 319 421 and EN 319 422. 

(a) [bookmark: _Toc209795740]Scope & identifiers
The TSA Policy defines the TSA service scope, and any usage limitations. QSIGN identifies its Time-Stamping Units (TSUs) and their signing certificates in the Repository.

(b) [bookmark: _Toc209795741]Operational statements
The TSA Practice/Disclosure Statement describes: trusted time sources and synchronization; algorithms and hash suites; TSU key generation, protection, and rotation; serial numbering; archival and log retention; availability targets and maintenance windows; relying-party verification rules; contact points and incident handling.

(c) [bookmark: _Toc209795742]Verification & reliance
Relying parties must verify the time-stamp token signature and policy, confirm the TSA certificate chain and status at the time of stamping, and observe any policy limitations. Instructions and endpoints for validation can be provided.

(d) [bookmark: _Toc209795743]Updates & effective dates
QSIGN publishes version, effective date, and change notes for TSA Policies in the Repository. Continued use after the effective date constitutes acceptance.

3.3 [bookmark: _Toc209795744]Trust Service Practice Statement (EN 319 401)

QSIGN publishes a Trust Service Practice Statement (TSPS) aligned with ETSI EN 319 401 that describes governance and security practices applicable across all trust services (certificates and time-stamping). The TSPS is incorporated by reference and available in the Repository.

(a) [bookmark: _Toc209795745]Coverage
The TSPS details: organizational structure and responsibilities; risk management and internal controls; personnel security and training; physical and environmental security; supply-chain and hardware security; cryptographic module management; change and configuration management; capacity and business continuity/DR; incident management and reporting; outsourcing and LRA/subcontractor oversight; privacy/data protection; audit and conformity assessment approach; termination planning and records retention.




(b) [bookmark: _Toc209795746]Relationship to service policies
For service-specific rules (e.g., identity proofing, certificate profiles, TSU operations), the CP/CPS and TSA Policies take precedence. The TSPS provides the overarching control framework within which those policies operate.

(c) [bookmark: _Toc209795747]Updates & publication
QSIGN maintains version control for the TSPS and publishes the current version, effective date, and summary of changes in the Repository. Continued use after the effective date constitutes acceptance.

4. [bookmark: _Toc209795748]Definitions & References
4.1 [bookmark: _Toc209795749]Definitions
In these T&Cs, the following terms have the meanings below (singular includes plural):
Subscriber: the natural or legal person to whom QSIGN provides a certificate, managed signing/sealing, or timestamping service.
Relying Party: any person that validates and relies upon a QSIGN certificate, electronic signature/seal, or time-stamp.
Certificate: an electronic attestation that binds signature or seal validation data to a natural or legal person and confirms that person’s identity.
Qualified Certificate: a certificate meeting eIDAS requirements for a qualified electronic signature or qualified electronic seal.
Advanced (non-qualified) Certificate: a certificate issued under EN 319 411-1 reference policies (e.g., NCP/NCP+) that supports advanced signatures/seals but is not qualified under eIDAS.
QSCD: Qualified Signature/Seal Creation Device, including remote QSCD where applicable.
Repository: QSIGN’s public online publication point for policies, disclosure/practice statements, CRLs/OCSP, trust anchors/intermediates, TSA/TSU certificates, and notices.
CRL/OCSP: Certificate Revocation List / Online Certificate Status Protocol, the status services for certificates.
Policy OID: the object identifier that uniquely identifies the applicable certificate or timestamp policy embedded in tokens/certificates.
Time-Stamp / Time-Stamp Token (TST): a data structure that proves that specific data existed at a particular time, generated by a Time-Stamping Unit (TSU) of QSIGN.
Activation Data: PINs, passwords, keys, or other data enabling control of a private key or QSCD.
TSPS / CP/CPS / TSA Policy & Practice: QSIGN’s Trust Service Practice Statement; Certificate Policy/Certification Practice Statement; and Time-Stamping policy/practice/disclosure documents.

4.2 [bookmark: _Toc209795750] Normative references
These T&Cs should be read together with:
(a) Regulation (EU) No 910/2014 (“eIDAS”); 
(b) ETSI EN 319 401 (General policy requirements for trust service providers); 
(c) ETSI EN 319 411-1/-2 and EN 319 412 (certificate policies and profiles); 
(d) ETSI EN 319 421/422 (time-stamping); and (e) applicable data-protection (GDPR).
The current versions of QSIGN’s CP/CPS, TSA Policy/Practice/Disclosure, and TSPS are published in the Repository.
5. [bookmark: _Toc209795751]Permitted Use & Reliance
Use and reliance are permitted only as set out in the applicable service policy and these T&Cs. Reliance without the checks below, or outside policy limits, is at the actor’s sole risk.
5.1 [bookmark: _Toc209795752]Service policy being applied (per service)
(a) Qualified signature certificates (QES). The service is governed by the QSIGN certificate policy aligned to EN 319 411-2 (e.g., QCP-n and/or QCP-n-qscd) as identified by the Policy in the certificate and published in the Repository.
(b) Qualified seal certificates (QSeal). The service is governed by the QSIGN certificate policy aligned to EN 319 411-2 (e.g., QCP-l and/or QCP-l-qscd) as identified by the Policy. 
(c) Qualified time-stamping (TSA). The service is governed by the TSA Policy and TSA Practice/Disclosure aligned to EN 319 421/422; the applicable policy OID is present in each TST.
(d) Advanced (non-qualified) certificates. If offered, advanced (AdES) signing/sealing services are governed by EN 319 411-1 reference policies (e.g., NCP / NCP+) with distinct Policy OIDs and are explicitly labeled non-qualified.
Relying party condition precedent. Before relying, the Relying Party must: 
(i) validate the cryptographic signature/seal/TST; 
(ii) build and verify the certification path to a published trust anchor/intermediate; 
(iii) check current status of the signer's/sealer’s certificate via CRL/OCSP (and, for time-stamps, confirm TSU certificate validity at the time of stamping); 
(iv) confirm the Policy OID and that the intended use is within the Key Usage/Extended Key Usage and policy limits; 
(v) assess suitability for the transaction and applicable law/sector rules.
5.2 [bookmark: _Toc209795753] Usage limitations (incl. damages-cap linkage)
(a) Scope and purpose limits. Certificates, signatures/seals, and time-stamps may be used only for the purposes, environments, and assurance level stated in the applicable policy and certificate fields. Unless explicitly stated in the policy, QSIGN’s certificates/time-stamps are not intended for high-risk uses (e.g., safety-critical control systems) or for uses outside their Key Usage/EKU (e.g., code signing, TLS, document authentication variants not covered by the policy).
(b) Temporal reliance. Reliance on a certificate is limited to periods where status indicates “good” and within the certificate validity; for time-stamps, verification must establish that the TSU certificate chain was valid at the time indicated in the TST.
(c) Non-qualified services. Where advanced (non-qualified) services are used, the legal effects and presumption of validity differ from qualified services. Such services are not listed as qualified on the EU Trusted List and must be treated accordingly in risk assessments since they offer no warranty.
(d) Third-party and environment limits. QSIGN is not responsible for failures caused by the Subscriber’s or Relying Party’s systems, software, devices, networks, or by third-party repositories, unless expressly assumed in a written agreement.
(e) Reliance limit and damages cap. Any permitted reliance is subject to the liability limitations in Section 9 (including the aggregate and per-incident cap) and the exclusions of damages stated there. If a relying party requires a higher reliance limit for a specific use case, it must obtain QSIGN’s prior written agreement expressly increasing the limit; otherwise, the default cap applies.
(f) Prohibited conduct. No party may (i) circumvent or weaken security controls, (ii) falsify identity or authorization data, (iii) share Activation Data, or (iv) use the services to violate law, sanctions, or third-party rights. QSIGN may suspend or revoke certificates and/or restrict services for policy breaches, security risks, or legal orders, as described in these T&Cs.
Note: Where a certificate or time-stamp explicitly states additional or narrower usage limits (including via certificate extensions or policy disclosures), those limits prevail over any general statement in this Section.
6. [bookmark: _Toc209795754]Obligations
6.1 [bookmark: _Toc209795755]Subscriber obligations (per certificate/seal service)
The Subscriber (natural or legal person) agrees to:
(a) Accuracy & updates. Provide complete and accurate registration/KYC information; promptly notify QSIGN of any changes (name, legal form, representatives, attributes) and submit supporting evidence when requested.
(b) Certificate review & acceptance. Review each issued certificate promptly and notify QSIGN without undue delay of any inaccuracy. Use of a certificate constitutes acceptance of its content.
(c) Key custody & sole control. Generate, store, and use private keys and Activation Data (PIN/password/OTP/biometrics) securely and under the Subscriber’s sole control. Do not disclose, delegate, or share activation data. For QSCD/remote QSCD, comply with all multi-factor and device-hardening requirements.
(d) Device security. Maintain reasonable physical, logical, and malware protections for any device, QSCD, or secure environment used for signing/sealing; install security updates in a timely manner.
(e) Permitted use only. Use certificates exclusively within the Key Usage/EKU and the applicable policy/OID (e.g., QCP-n/-l or, where offered, NCP/NCP+). Do not use identity/signing certificates for TLS, code signing, timestamping, or any purpose not covered by the policy.
(f) Immediate incident notice. Without delay, cease use and notify QSIGN if: (a) a key, QSCD, token, credential, or account is lost, stolen, damaged, or suspected compromised; (b) activation data may be known by another person; (c) certificate content becomes inaccurate (e.g., change of legal rep). The Subscriber authorizes QSIGN to suspend/revoke affected certificates upon such notice.
(g) Lawful content & rights. Use the services only for lawful purposes and content; ensure you have the rights to the data being signed/sealed.
(h) Delegation & personnel. Where personnel or contractors operate on the Subscriber’s behalf, ensure they are authorized, trained, and bound to these obligations; remain responsible for their acts/omissions.
(i) Cooperation. Cooperate with audits, conformity assessments, and incident investigations (including providing logs/evidence within reasonable time).
(j) Fees. Pay fees and applicable taxes when due; non-payment may lead to suspension.
(k) Return/disable tokens. Upon replacement, revocation, or contract end, return QSIGN-owned tokens/QSCDs (if any) or follow destruction/disablement instructions and provide written confirmation.
Additional for non-qualified/advanced certificates (if offered): Clearly label and manage AdES/AdESeal use cases as non-qualified; ensure relying parties understand the legal effect difference from qualified services and assess transaction risk accordingly.
6.2 [bookmark: _Toc209795756]Relying party obligations (certificates & seals)
A Relying Party may rely on a QSIGN certificate/signature/seal only after performing all of the following:
(a) Cryptographic validation. Validate the electronic signature/seal according to the applicable standard; build a complete certification path to a trust anchor/intermediate published in QSIGN’s Repository.
(b) Status checking. Determine current status of the signer’s/sealer’s certificate using CRL and/or OCSP from QSIGN’s Repository. Do not rely if the certificate is revoked, expired, suspended, or the status cannot be determined.
(c) Policy & purpose fit. Confirm the Policy OID and that the intended use is within the Key Usage/EKU and policy’s usage limitations (e.g., QCP-n/-l/-qscd vs. NCP/NCP+).
(d) Identity & context. Evaluate whether the asserted identity/attributes (e.g., organization name, role, authorization) and assurance level are suitable for the intended transaction and any sector/legal requirements.
(e) Algorithm & time considerations. Ensure algorithms/key sizes remain adequate for the intended reliance period; apply long-term validation (LTV) practices where needed (e.g., collect revocation data and timestamps at signing time).
(f) Evidence retention. Keep sufficient evidence (documents, validation reports, timestamps, revocation responses) to support later verification.
(g) Out-of-scope reliance. Do not rely for high-risk or prohibited uses (e.g., safety-critical systems) or outside policy limits. Any reliance outside these duties is at the relying party’s sole risk and subject to the liability limitations in Section 9.
Note on non-qualified/advanced certificates (if offered): These are not qualified trust services and are not listed as qualified on the EU Trusted List; relying parties must factor this into their risk assessment and acceptance rules.
6.3 [bookmark: _Toc209795757]Time-stamp relying party obligations (how to verify a TS; policy limits)
For time-stamps issued by QSIGN’s TSA, a relying party must:
6.3.1 Verify the TST.
(a) Validate the Time-Stamp Token (TST) signature using the TSU certificate and build a certification path to the TSA trust anchor/intermediate published in the Repository.
(b) Confirm the TSA policy OID in the TST matches QSIGN’s published TSA Policy.
(c) Check the serial number and nonce (if used) behave as expected to prevent replay.

6.3.2 Status at time of stamping. Establish that the TSU certificate chain was valid at the time indicated in the TST (e.g., by checking embedded/bundled status information or archived CRL/OCSP evidence). Do not rely if this cannot be established.
6.3.3 Accuracy & algorithms. Consider the TSA’s claimed time accuracy and ensure the hash and signature algorithms in the TST are adequate for the intended reliance period; where necessary, obtain renewal timestamps (e.g., for archival/LTV).
6.3.4 Policy limits & scope. Observe any usage limitations in the TSA Policy (e.g., permitted data types, maximum imprint size, prohibited uses). Time-stamps attest to existence at time only; they do not attest to the identity of a signer/sealer or the legality of content.
6.3.5 Evidence retention. Retain the TST, the validated certification path, and proof of TSU status at time of stamping for the duration needed (e.g., audit, litigation, or archival periods).
6.3.6 Out-of-scope reliance. Any reliance contrary to the TSA Policy or without the checks above is at the relying party’s sole risk and subject to Section 9’s liability limitations.

7. [bookmark: _Toc209795758]Verification, Status & Validation Services
QSIGN operates public publication and status services to enable Subscribers and Relying Parties to validate certificates, signatures/seals, and time-stamps in line with the applicable policies.
7.1 [bookmark: _Toc209795759]Certificate status (CRL/OCSP), availability commitment
(a) Publication & endpoints.
QSIGN publishes certificate status via CRLs (Certificate Revocation Lists) and OCSP (Online Certificate Status Protocol). The relevant CDP/AIA URIs are embedded in certificates and are also listed in the Repository. CRLs and OCSP responses are digitally signed by QSIGN.
(b) How to check status.
Before relying on a certificate, the relying party must obtain status information from CRL and/or OCSP and treat the certificate as not reliable if: (i) status cannot be obtained; (ii) the latest signed status object indicates revoked or unknown; or (iii) there is doubt about the authenticity or freshness of the status object.
(c) Freshness & caching.
OCSP responses include thisUpdate/nextUpdate values; they may be cached only until nextUpdate and only in accordance with cache headers.
CRLs include thisUpdate/nextUpdate and may be cached until nextUpdate.
Where OCSP and CRL information conflict, the most recent signed status information prevails; if uncertainty remains, treat the certificate as not reliable.
(d) Availability commitment.
QSIGN targets 99.95% annual availability for repository publication and status services (CRL/OCSP), measured outside announced planned maintenance windows and excluding events beyond QSIGN’s reasonable control (see Service Levels & Maintenance). Service credits, where applicable, are the sole and exclusive remedy for availability shortfalls.
(e) Algorithm agility & deprecation.
QSIGN may update or deprecate cryptographic algorithms and parameters in accordance with applicable standards and security practice. Changes will be reflected in the Repository and new certificates; legacy endpoints may be maintained for a reasonable transition period.
(f) Validation aids.
QSIGN may provide validation guidelines, trust anchors/intermediates, OCSP responder information, and example validation procedures in the Repository. These aids do not replace the relying party’s validation duties under these T&Cs.
[bookmark: _Toc209795760]7.2 Time-stamp verification method, accuracy statement, algorithms used
(a) Verification method (summary).
For each Time-Stamp Token (TST) issued by QSIGN’s TSA, the relying party shall:
Verify the TST signature using the TSA’s TSU certificate and build a certification path to a trust anchor/intermediate published by QSIGN.
Confirm the policy OID in the TST matches the published TSA Policy and that any nonce/serial behavior is as expected (to prevent replay).
Recompute the message imprint over the original data and ensure it matches the imprint in the TST.
Establish that the TSU certificate chain was valid at the time indicated in the TST (e.g., by checking embedded/bundled status information or archived CRL/OCSP evidence).
Record the validation outcome and retain sufficient evidence (TST, path, status objects) for the intended reliance period.
(b) Accuracy statement.
QSIGN’s TSA asserts an accuracy of ±1 second relative to UTC as measured at the TSU boundary, under normal operating conditions. The current accuracy claim, time-source description, and measurement method are published in the TSA Practice/Disclosure Statement. Relying parties must consider this accuracy when determining suitability for a given transaction.
(c) Algorithms used.
QSIGN’s TSA uses cryptographic algorithms and parameters listed in the Repository and TSA Policy (e.g., SHA-256/384/512 for message digests; RSA-PSS and/or ECDSA P-256/P-384 for TSU signing). Algorithms and key sizes may be updated or deprecated to maintain security; deprecated algorithms will not be used for new TSTs after the published deprecation date. 


(d) Scope & limitations.
A TST attests only that specific data existed at a particular time; it does not attest to the identity or authority of a signer/sealer or to the legality or accuracy of the content. Relying parties must observe any usage limitations in the TSA Policy (e.g., permitted data types, imprint sizes, or prohibited uses).
(e) Availability commitment.
QSIGN targets 95% annual availability for TSA request/verification services, measured outside announced maintenance windows and excluding events beyond QSIGN’s reasonable control (see Service Levels & Maintenance). Service credits, where applicable, are the sole and exclusive remedy for availability shortfalls.
(f) Changes & notices.
QSIGN will publish version and effective date information for TSA Policy/Practice updates (including changes to accuracy claims, algorithms, or endpoints). Continued use after the effective date constitutes acceptance of such updates.
8. [bookmark: _Toc209795761]Evidence & Logs
QSIGN maintains operational logs and evidentiary records to support validation, audit, and dispute resolution. Logs and archives are protected for integrity, confidentiality, and availability (incl. qualified timestamps, controlled access, dual-site storage).
8.1 [bookmark: _Toc209795762]Event log retention period (state duration)
(a) Operational event/audit logs.
System and security event logs are generated automatically and archived before deletion; archived copies are kept for at least 6 months. Logs are protected against unauthorized disclosure/alteration, qualified-timestamped, and stored with backups at a secondary site.
(b) Certificate & registration evidence.
Evidentiary records (e.g., registration/KYC records, certificate lifecycle data, policy versions, contracts) are preserved for up to 20 years after certificate expiry, consistent with the QCStatement retention indicator present in issued certificates and the CP/CPS archiving rules.
Note: Where an applicable policy or disclosure sets a different statutory period for a category of records (e.g., certain registration information kept for 7 years after certificate expiry), that specific period applies to that category. 
(c) Time-stamping records.
All issued time-stamps (TSTs) and related TSA evidence are archived for 20 years. 
(d) Retention governance.
QSIGN may retain specific evidence longer where required by law, supervisory guidance, litigation hold, or to ensure long-term verifiability; otherwise, data are disposed of securely at end of period. Archival copies are held at physically separate locations with integrity and authenticity protections.

8.2 [bookmark: _Toc209795763]Use of evidence for dispute/validation
(a) Validation & path building.
Evidence (e.g., CRLs/OCSP responses, policy OIDs, trust anchors/intermediates, issuance/revocation records, TSTs with TSU chains) may be used to prove certificate status, policy applied, and time of existence of data, including status at signing/stamping time.
(b) Disputes & regulatory requests.
Upon lawful request, QSIGN may provide certified extracts of relevant evidence to the Subscriber, relying parties, courts, or supervisory authorities. Access is strictly controlled and logged; disclosure of personal data follows applicable law and QSIGN’s privacy controls.
(c) Priority of archived evidence.
Where contemporaneous validation materials differ, the most recent signed status object (within its validity window) and archived evidence maintained by QSIGN prevail for determining service state at a past point in time. 
(d) Limitations.
Evidence demonstrates status, policy, authenticity, and time; it does not attest to content legality or business intent. Reliance remains subject to the usage limits and liability caps in these T&Cs.
9. [bookmark: _Toc209795764]Liability, Warranty & Insurance
9.1 [bookmark: _Toc209795765]  Limitations of liability and exclusions
(a) Cap. To the maximum extent permitted by law, QSIGN’s total liability for all claims arising out of or related to the Services is limited to EUR 100 per incident and, in any case, to the amount actually paid by the Client for the affected Service during the 12 months preceding the event (whichever is lower). A “single incident” includes a series of related events with the same root cause.
(b) Direct damages only. QSIGN is not liable for any indirect, incidental, special, punitive, exemplary, or consequential damages; loss of profit, revenue, goodwill, data, business interruption; or costs of substitute services, even if advised of the possibility.
(c) Reliance conditions. Any permitted reliance on certificates, signatures/seals, or time-stamps is conditioned on the relying party performing the checks set out in these T&Cs (including status verification and policy/usage validation). Reliance without such checks—or outside policy limits—is at the actor’s sole risk.
(d) Third-party systems & content. QSIGN is not responsible for failures or inaccuracies caused by Subscriber/Relying-Party systems, networks, software, devices, middleware, or content; third-party repositories or validation tools; or for acceptance decisions made by third parties.

(e) Service levels. For availability shortfalls, service credits (if specified in the Service Order/Annex) are the sole and exclusive remedy.
(f) Legal carve-outs. Nothing in this Section limits liability that cannot be limited under applicable law (e.g., death or personal injury caused by gross negligence or willful misconduct).
(g) Limitation period. Any claim must be brought within 12 months from the date the claimant knew or should reasonably have known of the event, otherwise it is time-barred.
(h) Force majeure. QSIGN is not liable for delay/failure caused by events beyond its reasonable control (see Force Majeure).
9.2 [bookmark: _Toc209795766]   Warranty disclaimers; insurance (if applicable)
(a) Limited-service warranty. QSIGN warrants that it will operate the Services substantially in accordance with the applicable CP/CPS, TSA Policy/Practice/Disclosure, and these T&Cs.
(b) Disclaimers. Except as expressly stated in 9.2(a), the Services and all related publications (including Repository materials) are provided “as is” and “as available.” QSIGN disclaims all other warranties—express, implied, or statutory—including merchantability, fitness for a particular purpose, non-infringement, uninterrupted or error-free operation, perpetual algorithm sufficiency, or that any third party will accept a given signature/seal/time-stamp in a specific context. For non-qualified/advanced services, no qualified legal effects are warranted.
(c) Regulatory changes & algorithm agility. QSIGN may modify controls, endpoints, or algorithms to meet legal/standard updates or security needs. Such changes do not constitute a breach if the Services continue to conform to the then-current governing documents.
(d) Insurance. QSIGN maintains commercial liability/cyber insurance appropriate to its operations. Proof of current coverage (certificate of insurance) will be provided upon written request. Insurance does not increase or expand the liability limits set out in these T&Cs, create third-party beneficiary rights, or serve as a guarantee of performance.
(e) Remedies. To the extent permitted by law, the remedies expressly stated in these T&Cs are exclusive and replace all other remedies, whether at law or in equity.
10. [bookmark: _Toc209795767]Legal Framework
10.1 [bookmark: _Toc209795768]Applicable law and jurisdiction
This Contract (including any non-contractual obligations arising out of or in connection with it) is governed by the laws of Romania, without regard to conflict-of-law rules that would lead to the application of another jurisdiction’s laws. The parties submit to the exclusive jurisdiction of the courts of Bucharest, Sector 4, for any dispute that is not resolved in accordance with Section 10.2. Each party irrevocably waives any objection to venue or forum non convenient.
If these T&Cs are translated, the English version controls in case of inconsistency, unless mandatory law requires otherwise.


10.2 [bookmark: _Toc209795769]Complaints and dispute resolution procedure
(a) Informal resolution (mandatory first step).
Before starting court proceedings, the complainant will submit a written complaint to QSIGN and allow a reasonable opportunity to resolve it. Complaints may be sent to the contact listed in the Repository (e.g., support/compliance email). QSIGN will: acknowledge receipt within 2 business days, and provide a reasoned response or update within 30 calendar days (or explain if more time is reasonably needed due to complexity or third-party dependencies).
(b) What to include.
Please include: (i) your contact details; (ii) certificate/time-stamp identifiers, Policy OID, and any validation reports; (iii) the facts and dates; (iv) the remedy sought; and (v) any supporting evidence (e.g., logs, screenshots, correspondence).
(c) Escalation and preservation.
While a complaint is pending, both parties will preserve relevant evidence (including validation materials, CRL/OCSP responses, TSTs, and system logs) and cooperate in good faith to clarify technical facts.
(d) Mediation (optional but encouraged).
At either party’s request, the parties will consider mediation in Bucharest with a mutually agreed neutral. Mediation does not limit either party’s right to seek interim injunctive relief where necessary.
(e) Regulatory complaints (eIDAS).
Nothing in this Section limits your right to lodge a complaint with the national eIDAS supervisory authority (Autoritatea pentru Digitalizarea României – ADR) regarding QSIGN’s qualified trust services, or to consult the national/EU trusted lists regarding service status.
(f) Consumer information (if applicable).
If you qualify as a consumer under applicable law, you may have additional rights, including access to the EU Online Dispute Resolution (ODR) platform. This does not alter the governing law or venue agreed above, except where mandatory consumer law provides otherwise.
(g) No admission.
Investigation of a complaint, provision of service credits, or other goodwill gestures do not constitute an admission of liability or an increase of the liability limits set in Section 9.





11. [bookmark: _Toc209795770]Availability & Maintenance
QSIGN operates publication and status services designed for high availability. This Section sets out service targets, measurement, maintenance rules, and exclusions. 
11.1 [bookmark: _Toc209795771]Undertakings regarding availability (SLA targets)
(a) Targets.
Repository & Certificate Status Services (CRL/OCSP): 99.95% availability (measured monthly; target also assessed annually).
Time-Stamping request/verification services (TSA): 95% availability (measured monthly; target also assessed annually).
(b) What counts as “available.”
CRL: the latest CRL file is retrievable from at least one published URI and validates as a signed CRL issued by QSIGN.
OCSP: an OCSP responder endpoint is reachable and returns a signed, syntactically valid response (good/unknown/revoked) for requests conforming to the published profile.
TSA: the TSA request endpoint is reachable and returns a syntactically valid, correctly signed TST for conforming requests; the verification endpoint/materials are reachable.
(c) Measurement window & formula.
Availability is calculated per calendar month using 1-minute granularity:

“Unplanned downtime” means minutes when the service is not “available” under 11.1(b), excluding the items listed in 11.2(c).
(d) Latency & throughput.
QSIGN aims to keep typical OCSP and TSA responses within reasonable industry norms. Temporary slowdowns that still yield valid responses do not count as downtime.
(e) Credits (summary).
If specified in the Service Order/Annex, monthly availability below the target may entitle the Client to a service credit (e.g., tiered by achieved availability). Credits must be requested within 30 days of the close of the affected month and are not convertible to cash.


(f) Algorithm agility & endpoints.
QSIGN may add, change, or retire endpoints or algorithms to maintain security or compliance; where practicable, transition notices are posted in the Repository.
11.2 [bookmark: _Toc209795772]Planned maintenance windows; exclusions
(a) Planned maintenance.
QSIGN may perform planned maintenance during designated windows (Saturdays 22:00 – 08:00) with ≥ 5 business days’ notice via the Repository and/or email to registered admin contacts. Planned maintenance windows are excluded from availability calculations.
(b) Emergency maintenance.
Where immediate action is required to address security, stability, or compliance, QSIGN may perform emergency maintenance with shorter or post-facto notice. Only the actual time reasonably necessary to perform such work is excluded.
(c) Exclusions from availability calculations.
The following are excluded from uptime calculations and do not give rise to credits:
(i) Planned or emergency maintenance per 11.2(a)–(b).
(ii) Force majeure events (see Section 22).
(iii) Client-side or third-party issues (e.g., networks, DNS, proxies, firewalls, client misconfiguration, middleware, validation tools).
(iv) Denial-of-service or other hostile activity beyond QSIGN’s reasonable control despite proportionate defenses.
Use not in accordance with published profiles/policies, malformed or excessive requests, rate-limit breaches.
Regulatory or legal orders requiring suspension or restriction of services.
Beta/trial features or non-production environments.
Outages of upstream services not operated by QSIGN and not contractually under QSIGN’s control (while QSIGN will use reasonable efforts to mitigate).
(d) Communications.
Status information, maintenance notices, and incident updates are posted in the Repository (and, where appropriate, emailed to registered contacts). Post-incident summaries may be provided for material incidents.
(e) Client responsibilities.
Clients and relying parties must (i) implement reasonable failover/caching consistent with CRL/OCSP/TSA profiles; (ii) honor cache lifetimes (thisUpdate/nextUpdate); and (iii) avoid single-point-of-failure integrations by using multiple published endpoints where available.
12. [bookmark: _Toc209795773]Fees & Taxes
12.1 Price lists & Orders. Fees for the Services are as published in QSIGN’s price list or as set out in the applicable Service Order; taxes are excluded unless stated otherwise. The current price list is available via the qsign.ro website. 
12.2 Invoicing & payment. Invoices are due within the term stated on the invoice. Late amounts may accrue interest at the maximum rate allowed by law and may lead to suspension of non-essential Services until payment is received.
12.3 Changes. QSIGN may update its price list with 30 days’ notice. Changes do not affect prepaid terms already in effect.
12.4 Taxes & withholdings. Client is responsible for VAT and other applicable taxes. If any withholding is required by law, Client will gross up payments so QSIGN receives the amounts it would have received absent withholding.
12.5 Credits & refunds. Where an Annex/Service Order defines service credits for availability shortfalls, credits are the sole and exclusive remedy for such shortfalls. Fees for certificates or time-stamps already issued/used are non-refundable, except where mandatory law provides otherwise.
12.6 Disputed amounts. Client must notify QSIGN of any invoice dispute within 15 days of invoice date, with details; undisputed amounts remain payable.

13. [bookmark: _Toc209795774]Data Protection & Confidentiality
13.1 Roles. For certificate issuance/lifecycle and TSA operations, QSIGN acts as independent controller under the GDPR. For managed signing/sealing integrations where QSIGN processes personal data solely on Client’s documented instructions, a Data Processing Addendum (DPA) applies and QSIGN acts as processor under Articles 4 and 28 GDPR. 
13.2 Purposes & legal bases. Typical purposes include identity proofing, issuance and lifecycle management, publication/status services, security monitoring, and compliance with supervisory obligations. Legal bases include performance of a contract, compliance with legal obligations (e.g., eIDAS trust-service requirements), and legitimate interests (security/fraud prevention), with consent used only where appropriate. (See GDPR Chapter IV and Articles 6, 28, 32 for controller/processor duties and security.) 
13.3 Categories & sources. Personal data may include identity attributes, contact details, authorization roles, log and telemetry data, and KYC/registration evidence provided by the Subscriber or verified with authoritative sources.
13.4 Disclosure. QSIGN may disclose data to competent authorities, supervisory bodies, or courts where required by law (including eIDAS Article 19 notifications following a significant breach/loss of integrity) and to conformity assessment bodies under audit, with strict access controls. 
13.5 Retention. QSIGN retains registration evidence and lifecycle/audit records for the periods stated in these T&Cs and applicable policies to support validation, audits, and disputes; thereafter, data are securely disposed unless a longer legal retention or litigation hold applies. (GDPR requires appropriate security and accountability for processing.) 
13.6 Data subject rights. Data subjects may exercise GDPR rights (access, rectification, erasure, restriction, portability, objection) subject to legal/contractual limits (e.g., preservation needed for trust service evidence).
13.7 Security. QSIGN implements appropriate technical and organizational measures proportionate to risk (e.g., encryption, access control, monitoring, continuity), consistent with GDPR security obligations and eIDAS requirements. 
13.8 Confidentiality. Each party must protect the other’s Confidential Information against unauthorized disclosure. Client shall not disclose non-public security artefacts, logs, test results, or other sensitive operational information except as required by law.
14. [bookmark: _Toc209795775]Security & Incident Notification
14.1 Security measures. QSIGN maintains risk-based technical and organizational measures to manage risks to its trust services and to prevent/minimize the impact of security incidents, in line with eIDAS Article 19(1) (security commensurate with risk). 
14.2 Notification to authorities. QSIGN will notify the supervisory body and, where applicable, other relevant bodies (e.g., national information-security body, data protection authority) of any breach of security or loss of integrity that has a significant impact on the trust service or on personal data, without undue delay and in any event within 24 hours after becoming aware of it, as required by eIDAS Article 19(2). The supervisory body may inform the public or require QSIGN to do so where disclosure is in the public interest. 
14.3 Notification to affected customers. Where the breach/loss of integrity is likely to adversely affect a natural or legal person to whom the trust service was provided, QSIGN will notify that person without undue delay, consistent with Article 19(2). 
14.4 Cross-border coordination. Where appropriate—particularly if the incident concerns two or more Member States—the notified supervisory body may inform other supervisory bodies and ENISA. QSIGN will support such coordination. 
14.5 Process. QSIGN’s internal incident handling procedure covers detection, triage, containment, eradication, recovery, stakeholder communication, evidence preservation, and post-incident review. Incident records are retained per Section 8 (Evidence & Logs) and applicable policy requirements.
14.6 Client/relying party duties. Clients and relying parties shall (i) promptly notify QSIGN of suspected compromise related to certificates, QSCDs, TSUs, or activation data; (ii) preserve relevant evidence; and (iii) follow QSIGN’s security advisories and revocation/suspension instructions.




15. [bookmark: _Toc209795776]Suspension & Revocation / Termination of Certificates & Services
15.1 [bookmark: _Toc209795777]Triggers and process (certificates and TS services)
Certificates (sign/seal). QSIGN may suspend or revoke a certificate when, for example: (a) suspected or confirmed compromise of a private key, QSCD, or activation data; (b) inaccurate registration data; (c) loss of authorization/representation; (d) court/authority order or sanctions issue; (e) security risk to the infrastructure; (f) non-payment or material breach. The CPS specifies who may request revocation/suspension, how requests are authenticated, and the maximum delays from receipt/confirmation to status publication; revocation status is made available to relying parties within the timelines defined in the CPS (in any case within 24 hours where both CRL and OCSP are supported). 
Time-stamping service (TSA). QSIGN may halt or restrict stamping or validation where security, integrity, or legal compliance requires it, including compromise or suspected compromise of TSU keys, loss of synchronization to UTC, or algorithm deprecation requiring emergency changes. The TSA Policy/Practice defines procedures to withdraw an affected TSU and to publish updated TSU/chain and policy information that relying parties must use when validating historic TSTs. 
Effect and communication. Suspension takes effect upon QSIGN’s decision during investigation; revocation is effective without undue delay once confirmed. QSIGN publishes updated status via CRL/OCSP and communicates with the Subscriber (and, where required, authorities or relying parties). 
15.2 [bookmark: _Toc209795778]Repository/notice mechanisms (ETSI)
Status and policy publication. QSIGN’s Repository provides the current CPS/CPs, TSA Policy/Practice, trust anchors/intermediates, TSU/CA certificates, and status endpoints (CRL/OCSP). It is the authoritative location for change notices affecting reliance. 
Notices. QSIGN gives due notice of changes to practices that could affect acceptance by subjects/subscribers/relying parties, and publishes revised documents with version/effective date. Important changes in service provision—including intention to cease a service—are notified to appropriate parties and authorities per ETSI EN 319 401. 
Cessation/termination. Upon planned or unplanned cessation, QSIGN will execute its termination measures (e.g., stakeholder notifications, revocations, archival preservation/transfer, repository continuity) and notify the supervisory body as required.
16. [bookmark: _Toc209795779]Changes to T&Cs, CP/CPS & TSA Policies 
16.1 Publication & effective date. QSIGN publishes the current T&Cs, CP/CPS, and TSA Policy/Practice in a durable medium (e.g., downloadable PDF/HTML) and in readily understandable language, and indicates version and effective date. Subscribers and relying parties are informed of the precise terms before entering a contractual relationship. 
16.2 Change process. When QSIGN intends to make changes that could affect acceptance of the service, it provides due notice (e.g., via the Repository and/or email to registered contacts) and then publishes the revised document after management approval. Notices may summarize the change without disclosing sensitive details. 

16.3 Material changes & cessation. For important changes in the provision of the trust service—including algorithm transitions or an intention to cease provision—QSIGN notifies appropriate parties and competent authorities in line with ETSI EN 319 401. 
16.4 Consistency with status services. Where a change impacts revocation/status behavior (e.g., CRL/OCSP cadence or interpretation during algorithm migration), QSIGN documents the behavior in its CPS so relying parties can interpret any temporary differences consistently across methods.
17. [bookmark: _Toc209795780]Subcontractors & Local Registration Authorities (LRAs)
17.1 Use of subcontractors (general)
(a) Permission & responsibility. QSIGN may engage subcontractors to support the Services (including, without limitation, logistics, customer support, and registration services). QSIGN remains fully responsible for the acts and omissions of its subcontractors as for its own.
(b) Flow-down obligations. Subcontractors must be bound by written agreements that require compliance with these T&Cs, the applicable CP/CPS, TSA Policy/Practice, TSPS, security and confidentiality controls, and data-protection requirements.
(c) List & changes. QSIGN maintains a current list or description of material subcontractors in the Repository (or provides it on request) and may update it from time to time.
(d) Restrictions. No subcontractor is permitted to access or operate CA private keys, generate TSU keys, or change certificate/time-stamp profiles, unless expressly authorized in writing and controlled by QSIGN.
17.2 Local Registration Authorities (LRAs) – designation & scope
(a) Role. An LRA (including LRA Agents/Operators) is a QSIGN-authorized entity/individual that performs identity proofing, validation, and registration activities for certificate subscribers on QSIGN’s behalf in accordance with the CP/CPS and LRA operating procedures.
(b) Limited authority. LRAs may collect and verify identity/authorization evidence, perform face-to-face or approved remote identity proofing, and submit validated registration data to QSIGN via approved channels. LRAs do not issue certificates, operate CA/TSU keys, modify policies, or override QSIGN decisions.
(c) Standards & procedures. LRAs must follow the identity-proofing requirements applicable to the service/policy (e.g., QCP-n/-l/-qscd or NCP/NCP+), including document authenticity checks, registry lookups for legal entities, capture of registration evidence, and creation of an auditable registration record.
(d) Segregation of duties. LRA functions must be separated from CA operation and security administration. Where required, LRAs apply a four-eyes principle for critical steps (e.g., approval of identity or authorization).



17.3 LRA personnel requirements
(a) Training & authorization. LRA personnel must complete QSIGN-mandated training and be individually authorized; each user receives unique credentials with multi-factor authentication.
(b) Eligibility & conduct. LRAs ensure personnel are suitable for trust-sensitive roles (e.g., background checks as permitted by law, conflict-of-interest screening).
(c) Secure operation. LRA devices and locations must meet physical and logical security controls; access to QSIGN systems is restricted to approved endpoints and channels.
17.4 Evidence, data handling & privacy
(a) Evidence capture. LRAs must collect required identity/authorization evidence (including copies of documents, registry extracts, and proof of presence/remote session artifacts), mark the verification method, and transmit records to QSIGN via secure channels.
(b) Retention & disposal. LRA-held copies are limited to what is necessary and retained only as long as required to complete registration or as otherwise instructed by QSIGN; thereafter they must be securely deleted. QSIGN’s retention periods are defined in Section 8 and the CP/CPS.
(c) Data protection. LRAs act as processors or sub-processors of QSIGN (controller) for registration data, or as sub-processors of the Client where QSIGN acts as processor, under an applicable DPA. Personal data must be processed lawfully, fairly, and securely, with access strictly need-to-know.
17.5 Oversight, audits & monitoring
(a) Right to audit. QSIGN, its Conformity Assessment Body, and competent authorities may audit LRA activities on reasonable notice (or without notice where justified by risk or law).
(b) Monitoring & corrective actions. QSIGN may monitor LRA performance, require corrective actions, suspend LRA access, or terminate LRA designation for non-conformance, security issues, or legal risk.
(c) Records. LRAs must maintain complete and accurate operational logs and make them available to QSIGN upon request.
17.6 Incidents & reporting
(a) Immediate notice. LRAs must immediately notify QSIGN of suspected fraud, identity-proofing anomalies, compromise of LRA credentials/devices, or any security incident affecting registration data or processes.
(b) Containment & cooperation. LRAs must cooperate in containment, investigation, and remediation, including revocation/suspension of affected pending registrations or certificates where appropriate.
17.7 Sub-delegation & third parties
LRAs may not sub-delegate registration activities to other parties without QSIGN’s prior written consent and completion of onboarding, training, contractual, and security requirements equivalent to those in this Section.

17.8 Communications & representation
(a) Brand use. LRAs may use QSIGN branding only as authorized and must not misrepresent their role or imply accreditation beyond their designation.
(b) Customer communications. All subscriber-facing materials used by LRAs must be approved by QSIGN and clearly identify the LRA’s role and the channel for QSIGN support/escalation.
17.9 Liability & indemnity (LRA toward QSIGN)
LRAs are liable to QSIGN for losses arising from breach of this Section, negligence, or willful misconduct, including fines/claims caused by improper identity proofing or mishandling of personal data. This does not limit QSIGN’s responsibility to subscribers/relying parties under applicable law; rather, it defines recourse between QSIGN and the LRA.
17.10 Termination of LRA designation
Upon suspension or termination, the LRA must return or destroy QSIGN materials, revoke/return tokens and credentials, cease use of QSIGN branding, preserve and transfer registration records to QSIGN, and cooperate in any required notifications. QSIGN will disable LRA access without undue delay and may notify affected stakeholders where appropriate.




	
DISCLAIMER

This document is QSIGN’s copyrighted material. Subscribers and relying parties may download, store, and reproduce unmodified copies solely for contract performance, internal compliance, validation, audit, or regulatory submissions. Any other reproduction, public posting, rebranding, or creation of derivative works requires QSIGN’s prior written consent. References to third-party standards (e.g., ETSI, eIDAS, RFCs) remain the property of their respective owners. This document is not legal advice; seek independent counsel where appropriate.
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